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SEMINAR       CYBERSECURITY 

  WEDNESDAY 25 JANUARY 2023 

9: 20  Welcome and introduction                                                                    Thierry CUSSON 
International Banking and Finance Institute 

9 :30 – 9 :45  
Introductory remarks                                                                    Nathalie MOURATILLE 

Deputy Comptroller General 

9 :50 – 10 :35 

 

 
Cybersecurity at the Banque de France, a risk-based approach 

Laurent CHAILLEY  
Information Security Officer 

Risk Prevention Directorate  

10 :40 – 11 :15 
 
Convergences between resilience, business continuity and cybersecurity in a 
Corporate strategy  

Paul COULOMB 
 Director of Risk Prevention 

François GUILLEVIC 
Security Directorate 

11 :20 - 11 :45  
 
Challenges and organisation of IT-specific business continuity 

Nicolas DOISNEAU 

11 :50 – 12 :30 

 

 
Operational security: detection and response to cyber-attacks 

Nicolas PLEY 
Head of Cyber Security 

Directorate of Information Technology and Telecommunications 

12 : 30 
 
End of the session 

 

2 :00 – 2 :15  Feedback on the questionnaire 

                                                                                             Thierry CUSSON 

2 :15 – 3:10 
 
 
 

 
Strengthening the resilience of the financial sector to cyber attacks: a banking 
supervisor's perspective 

Déborah HADDAD 
International Affairs, Prudential Supervision and Resolution Authority   

 
3 :15 – 4 :00 

 
Awareness-raising actions 

Christophe GARDA 
Information security 

Risk Prevention Directorate  

4 :00 
 

      End of the session 
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  THURSDAY 26 JANUARY 2023 

9 : 20 
 
Welcome                                                                                                     Thierry CUSSON 

9 :30 – 10 :10 
 Cyber risk management by internal audit: what role for the 3rd line of defence? 

Arnaud DUVERGER 

Head of IT Audit 

10 :15 – 12 :40 
 
 
 

 
   Case  study  

 Case of incident (Cyber attack) 
 Interactive work with participants in sub-groups /french speaking/ english 

speaking 
 Identification of 'best practices'.  

James ATACK, Bruno RIOJA, Adrien BENRABIA, Nicolas PLEY 
CERT-BdF 

Directorate of Information Technology and Telecommunications   

12 :45   Final remarks, assessment 

End of the seminar 

   

 
 

 

  
 


